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Nærum Gymnasiums whistleblowerpolitik 
 

Nærum Gymnasium har etableret en whistleblowerordning, som kan benyttes af alle elever og 

medarbejdere, der arbejder på skolen. 

 

Nærum Gymnasium ønsker med ordningen, at alvorlige lovovertrædelser, seksuelle krænkelser og andre 

alvorlige forhold kommer frem i lyset, og at der stilles en kanal i form af en whistleblowerordning til 

rådighed, så elever og medarbejdere kan indberette om sådanne uden frygt for negative konsekvenser. 

 

Whistleblowerordningen er et supplement til de almindelige kanaler – f.eks. rektor, nærmeste leder, 

tillidsrepræsentant eller arbejdsmiljørepræsentant – i forhold til at rejse bekymringer om kritisable eller 

utilfredsstillende forhold. 

 

 
Whistleblowerenhed 

Nærum Gymnasium har udpeget en whistleblowerenhed, som består af en intern, upartisk person eller 

afdeling, og som har ansvar for at følge op på indberetninger mv. 

 

Enheden består af: 

Vicky B. Lorenzen 

DPO 

 

Mette Sofie Jürs 

Lektor v. Nærum Gymnasium /AMR 

 

 Enheden har til opgave at: 

 modtage indberetninger. 

 give bekræftelse på modtagelse. 

 have kontakt med whistlebloweren. 

 følge op på indberetninger. 

 give feedback til whistlebloweren. 

 sikre fortrolighed om identiteten på berørte. 

 forhindre uautoriseret adgang til oplysningerne. 

 afvise indberetninger, der ikke er omfattet af loven. 

 

Outsourcing til en ekstern tredjepart 

Nærum Gymnasium anvender Whistleblowersoftware.com som teknisk platform 

Der er i forbindelse med outsourcing indhentet de fornødne garantier for, at tredjepart lever op til lovens 

krav. 

Mette Sofie Jürs er udpeget som kontaktperson på skolen og varetager kommunikationen med den 

eksterne tredjepart. 

 

Indberetningsløsning 
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Nærum Gymnasium benytter skriftlig indberetning gennem portalen Whistleblowersoftware.com. 

 
 

Fortrolighed, sikkerhed, statistik 

For at sikre anonymitet og fortrolighed om identiteten på whistlebloweren, den berørte person og enhver 

tredjepart nævnt i indberetningen, har Whistleblower Software Aps taget flere forskellige foranstaltninger i 

brug. Redskaber som End2End-kryptering, ISO-27001 certificering og ISAE-3000 erklæring, er med til at sikre 

at identitet og fortrolighed på whistlebloweren holdes sikkert gemt inde i softwaren. Det betyder derudover 

også, at Whistleblower Software Aps arbejder aktivt med at blive ved med at forbedre sikkerhedsniveauet og 

vil sigte efter det højest mulige niveau. 

Som tillæg bruger indberetningsløsningen 2-faktor godkendelse for at sikre autorisering/identiteten af de 

enkelte sagsbehandlere, og dermed samtidig frasortere eventuelle uautoriserede personer fra systemet. 

For yderligere information omkring tiltagene angående sikkerhed, kan der læses mere 

her: https://whistleblowersoftware.com/da/sikkerhed 

 

Slettepolitik 

Der er etableret slettepolitikker, så det sikres, at personoplysninger, der er indberettet til 

whistleblowerordningen, ikke opbevares længere end nødvendigt. Hvis skolen på baggrund af de 

indsamlede oplysninger ender med at gennemføre en disciplinær sanktion, eller der i øvrigt foreligger 

grunde til, at det er sagligt og nødvendigt fortsat at opbevare oplysninger om en medarbejder, vil 

oplysningerne blive opbevaret i den pågældendes personalemappe. 

 

Der henvises i øvrigt til skolens privatlivs og databeskyttelsespolitik  

 

 
 

Sagsbehandling 

Whistleblowerenhedens sagsgange er fastlagt i Nærum Gymnasiums retningslinjer for sagsgangen ved 

behandlingen af en indberetning, som sikrer, at sagsbehandlingen i whistleblowerenheden lever op til 

lovens krav. 

 

Procedure og informationspligt 

Proceduren for, hvordan der kan foretages indberetning til skolens whistleblowerordning, er beskrevet i 

Nærum Gymnasiums procedure for indberetning. Proceduren er gjort offentlig tilgængelig på Nærum 

Gymnasiums hjemmeside. 

 

 
Offentliggørelse 

Skolerne offentliggør en gang årligt oplysninger om den generelle aktivitet i ordningen af statistiske hensyn. 

https://whistleblowersoftware.com/da/sikkerhed
https://www.nagym.dk/fileadmin/user_upload/pdf/NAG_Persondatapolitik_maj_2021.pdf

